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MANIKANTA PRAVEEN 

VANPALLI 
 

 

+91 7660968125 mpvanapalli@gmail.com 23-13-7/3,Rajahmundry,A.P-533101. 

Date of Birth: 04-SEP-1997 

 

 

 

 

SKILLS 

INFORMATION SECURITY 

GOVERNANCE: 

• ISO 27001 

• ISMS 

• NIST 

• PCIDSS 

BUSINESS 

CONTINUITY 

MANAGEMENT: 

• ISO 22301 

• Risk Assessment 

• Risk Treatment 

• Incident Management 

• Change Management 

• Disaster Recovery 

• Business Resumption 

NETWORKING: 

• Basics of Networking 

• IP addressing 

• OSI layer 

• Firewall, IDS/IPS 

• Cryptography 

• Malwares 

PROFESSIONAL SUMMARY 

Critical thinking Information Security analyst with proven abilities in defining 

security system policies and procedures for successful network operations. 

 

COMPLIANCE:  

• Hired as the organizational authority on information confidentiality, integrity 

and availability 

• A strong understanding of assurance in ISO/IEC 27001 

• Ensure effective levels of data asset protection are in place and monitored 

including firewall, data loss / data leakage and intrusion detection and 

prevention. 

• Create and manage a targeted information security awareness training 

program for all employees, contractors 

• Documented and reviewed information security policies 

• Provide regular reporting on current status of information security program to 

senior leadership team 

• Answered questionnaires sent by client regarding information security 

• Provided valuable compliance advice to the business unit management 

policies, controls, and procedures. 

 

BUSINESS CONTINUITY MANAGEMENT: 

• Ensure that Business Continuity program components (Business Impact 

Analysis, Risk Assessments, plans, strategies, etc.) are up to date and effective 

• Plan and design risk management processes, and review and update policies 

and procedures to maintain effective risk control environment 

• Ensure that new projects/ processes are integrated into the existing business 

continuity plan with the help of change management team and the relevant 

plans are reviewed and updated accordingly. 

• Discuss the BCP documentation details with operations and conduct periodic 

review on their continuity plans 

 

INCIDENT RESPONSE:  

• Manage team resources effectively to ensure appropriate resource are 

available at all times 

• Accountable for performance standards within the Incident Control team 

• Acting as escalation point for any issues relating to Area Incident Control 

team 
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• Prioritization and assignment of all Incidents, Service Requests, Changes, and 

Problems assigned to the team. 

• Lead day-to-day operational activities in of the Incident Management Team 

 

 

WORK HISTORY 
 
July 2021- Aug 2022  

US Staff Recruiting: Arun Infotech, Rajahmundry. 

I have a year of experience working as a staffing recruiter, helping clients to find the right 

people regarding to their requirement.  

September 2022 - Current 

GRC Analyst:  QX Global, Hyderabad. 

Payroll company: Acro computing India pvt ltd. 

 India Confident and professional Information Security Officer with 2 

years of experience, helping IT companies achieve their Information 

Security objectives. Developing and promoting policies and systems in 

line with current regulation and legislation, ensuring ethical standards 

are adhered to. 

 

EDUCATION 

May 2013 

SSC (10th): 80% 

B.V.M (E.M) high school, Rajahmundry, Andhra Pradesh, India. 

April 2015 

Intermediate (MPC): 68% 

Aditya junior college, Rajahmundry, Andhra Pradesh, India. 

 

Feb 2020 

Graduation (Mechanical engineering): 62.3% 

Aditya engineering College, Surampalem, Andhra Pradesh, India. 


